DNS NAME REGISTRATION AND DHCP NAME PROTECTION

You can view and change the global DNS integration settings by following these
teps:
1. Inthe DHCP console, expand the node for the server you want to work with,
press and hold or right-click IPv4 or IPv6, and then tap or click Properties.

2. Tap or click the DNS tab. Figure 15-3 shows the default DNS integration set-
tings for DHCP. Because these settings are configured by default, you usually
don’t need to modify the configuration.
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FIGURE 15-3 The DNS tab shows the default settings for DNS integration with DHCP.

Optionally, you can enable or disable the name-protection feature. With
name protection, the DHCP server registers records on behalf of the cli-
ent only if no other client with this DNS information is already registered.
To enable or disable name protection, tap or click Configure. In the Name
Protection dialog box, select or clear Enable Name Protection and then tap
or click OK.

You can view and change the per-scope DNS integration settings by following
ese steps:
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In the DHCP console, expand the node for the server you want to work with,
and then expand IPv4 or IPv6.

Press and hold or right-click the scope you want to work with, and then tap
or click Properties.

Tap or click the DNS tab. The options available are the same as those shown
in Figure 15-3. Because these settings are configured by default, you usually
don’t need to modify the configuration.

Optionally, you can enable or disable the name-protection feature. Tap or
click Configure. In the Name Protection dialog box, select or clear Enable
Name Protection and then tap or click OK.
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[ Enable Mame Protection

i Mame Protection provides the following capability:

The DHCP serverwill register A and PTR records on behalfofa
client, however ifthere is a different client already registered with
this name, the DHCP update will fail.

Secure Dynamic Updates must be enabled for Name
Protection to work.

Enforcing Mame Protection will result in following behavioral
changes:

- DHCP server honors request for A and PTR records
registration for Windows DHCP clients. .

- DHCP server dynamically updates A and PTR records for
Mon Windows DHCP clients.

- DHCP server discards A and PTR records when lease
is deleted.

QK Cancel

OK Cancel Apply

Tap on Ok to save your settings.



